
SSL Policy Override

SSL Policy override feature is implemented in SCA application to support SSL Policy 8. SSL Policy 8 is
used to skip the host name validation for a particular host.
This feature is added mainly for the users who do not have DNS servers and prefer to configure host IP
address instead of the host name.

SSL policy can be enabled by downloading a signed file by name
SSL_POLICY_OVERRIDE_ENABLED.txt under /home/usr1/flash. SSL_POLICY needs to be set as
8 under each connection profile, that is primary and secondary connections. PRIMARYSSLPOLICY_ and
SECONDARYSSLPOLICY_ parameters are added under hosts sections to configure the connections.
Refer to SCA Engage Configuration Guide for more details on these parameters.

  

Note

SSL Policy Override feature is applicable for Worldpay users only.
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