
Fraud 

Through Verifone you can leverage pre and post authorisation rulesets.

Pre authorisation rulesets allow users to run rulesets before submitting transactions to acquirers. Pre authorisation rulesets are based
on parameters that are known by the merchant before posting the transaction to an acquirer. Examples of such parameters are: Card
token, Customer ID, Amount of transaction, etc. Parameters can also be combined to create more sophisticated rulesets.
Post authorisation rulesets allow users to run rulesets after authorisation but before capturing the transaction. Based on the result of
AVS, and CVV checks and/or 3-D Secure outcome you can determine if you should proceed with the transaction.
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https://verifone.cloud/docs/uk-gateway/key_concepts_rulesets
https://verifone.cloud/docs/uk-gateway/fraud/address_verification_service
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